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September 14, 2025
Micheal Augusti
Ascom Healthcare 

Head of Key Accounts, North America
Re: Unified Security Platform -  National Institute of Standards and Technology – Risk Management Framework Engagement 
To Whom It May Concern:
To meet cybersecurity requirements within US Federal and Defense environments, Ascom Healthare (“Ascom”) has engaged with SecureXperts to obtain cybersecurity consulting services to assess and evaluate organizational compliance with the National Institute of Standards Special Publications Risk Management Framework, or (“RMF”).
Since October 21, 2020 Ascom and SecureXperts have built a technical reference architecture to test the Ascom portfolio (Telligence, Unite, Digistat, and mobility) against next-generation cybersecurity vulnerabilities against stringent security baselines developed by the US Department of Defense, Health and Human Services, and the National Institute of Standards and Technology.
These security baselines include evaluation and assessment of management, technical, and operational controls, and detailed information security artifacts that provide vendor-agnostic third-party independent verification and validation that proper security objectives are met and reported. This project has been completed, with final documentation packages being submitted to our DoD sponsor.  Once reviewed, an eMASS number will be generated. In the meantime, please reach out to michael.august@ascom.com to request any needed documentation or scans.
Security Determination
SecureXperts has concluded that Ascom is in compliance with the RMF security baseline, and potential vulnerabilities have been mitigated by configuration changes or compensating controls that meet the security objectives of the RMF assessment. 

Any additional findings (if any) will be resolved using a documented plan of action and milestone on any area having critical, high, or medium risk using the Common Vulnerability Scoring System (CVSS) by the United States Computer Emergency Response Team (US-CERT).  

SecureXperts has also concluded at this current reference point in time, there are no immediate threats or significant vulnerabilities in the  Ascom System that would prohibit the certification and accreditation using the RMF. 
Reporting

It has been concluded that within 30 days of commissioning, an updated security scan will be executed to confirm the technical reference architecture is consistent within the certification and accreditation boundary, and the documented Plan of Action & Milestones (POA&M) for the Ascom portfolio have been satisfactorily addressed.  

Ascom will also advise SecureXperts should software updates and program-level modifications deviate from the System Security Plans (SSP) for the aforementioned systems. 
Conclusion

The System Security Testing and baseline configuration packages for the Ascom product portfolio have been successfully completed awaiting submittal requirements from the product sponsor(s).  From a security evaluation perspective, the Ascom System has no critical or high vulnerabilities that would prohibit Accreditation on US government and Defense Networks. 

Should you have any questions, please feel free to contact me. 

Darnell Washington

President/CEO 

SecureXperts, Incorporated

Cell 404-693-5100  - Office 888-804-4674
1
[Insert Date]

PAGE  

